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Fulton Independent School
Student Electronic User Agreement

Student
User’s Name

Last Name                           First Name                      Middle Initial

/          /

Date of Birth Age

Sex:
▢ F
▢ M

(         ) -

Phone Number User Student ID#

Address

City State                                    Zip Code

All technology devices issued and used by students are owned by and are the property of Fulton
Independent School. Technology devices are issued for educational use only, and use of a technology
device for any purpose other than educational use may result in consequences, upt o and including loss
of device privileges or other consequences as allowed by the Student Code of Conduct.

STUDENT EXPECTATIONS

1. Students will practice responsible digital citizenship at all times
2. Students will protect the device from damage and defacement
3. Students will not connect personal accounts to the device
4. Students will not download or access inappropriate material at school
5. Students will not ever give their login information to other students
6. Students acknowledge that if they give their device to others to use, they are responsible for any content

viewed on the device, any material downloaded and any damage that may occur while it is out of their
possession.



STUDENT CHROMEBOOK CARE

Students are responsible for the general care of the Chromebook which they have been issued by the school.
Chromebooks that are broken or fail to work properly must be reported via the technology ticket system. If a
loaner Chromebook is needed, one will be issued to the student until their Chromebook can be repaired or
replaced.

• No food or drink is allowed next to your Chromebook while it is in use
• Cords, cables, and removable storage devices must be inserted carefully into the Chromebook
• Chromebooks should never be shoved into a locker or wedged into a book bag, as this may break the

screen
• Do not lean on top of the Chromebook
• Do not place anything near the Chromebook that could put pressure on the screen.
• Do not poke the screen
• Do not place anything on the keyboard before closing the lid ( i.e. pens, pencils, notebooks etc.)

STRICTLY PROHIBITED STUDENT ACTIVITIES

• Illegal installation or transmission of copyrighted materials
• Sending, accessing, uploading, downloading, or distributing o�ensive, profane, threatening, obscene or

inappropriate materials.
• Use of chat rooms, sites selling term papers, book reports, and/or other forms of student work.
• Messaging services
• Changing of Chromebook settings (exceptions include personal settings such as font size, brightness,

etc.)
• Spamming (sending mass or inappropriate emails)
• Using the internet to access personal (non-school related) accounts (i.e. non-school provided email

accounts, Facebook, other social media sites, etc.)
• Use of the district’s Internet/Email accounts for �nancial or commercial gain or for any illegal activity
• Sending anonymous or misleading communications for any inappropriate purpose by any means.
• Vandalism of school equipment will not be allowed. (any malicious attempt to harm or destroy

hardware, software, or data, including but not limited to, the uploading or creation of computer viruses
or computer programs that can in�ltrate the computer system and/or damage software connections)

• Bypassing the FISD web �lter.

FILE MANAGEMENT



Students are responsible for ensuring that their work on the technology device is not lost due to mechanical
failure or accidental deletion.

TECHNOLOGY DEVICE SETTINGS

1. Music - Students may not download or save music on the technology device.
2. Games - Technology devices are provided for instructional use only. Unless permission is granted by the

classroom teacher or school, students may not:
a. Play internet games on the device
b. Download, save or install any games or non-related applications or programs on the technology

device.

SOFTWARE
1) Originally Installed Software
Each assigned technology device will have software pre-installed. Students may not remove or alter the
originally-installed software unless speci�cally instructed to do so by a teacher or system administrator. Students
may not download or install any additional software unless speci�cally instructed to do so by a teacher or system
administrator.

2) Inspection
Technology devices may be checked periodically to ensure that no new software has been added, and software
that is no longer needed has been removed.

3) Virus Protection
All technology devices are equipped with anti-virus protection software. This software will scan for known
viruses on boot up. If a virus is found upon scanning, the student must immediately report the virus to a system
administrator.

LEGAL CONSIDERATIONS

Student use of technology devices must comply with trademark and copyright laws and all license agreements. If
you are unsure, ask a teacher, network administrator, or the principal.

Students may not plagiarize the work of others and must give credit to all sources used, whether quotes or
summarized.



Use or possession of hacking software is strictly prohibited and violators will be subject to disciplinary action.
Violation of applicable state or federal law will result in criminal prosecution or disciplinary action by the school.

FINANCIAL RESPONSIBILITIES

If a technology device is lost, stolen or damaged, the student and the student’s parent(s) or guardian(s)
are responsible for the cost of repair.

Level of Damage Fee Damage examples
*Example types are not limited to those listed below. Additional

damages and fees may apply.

Tier 1 $30 ● Missing keys on keypads
● Trackpad has been peeled
● Minor body damage (damage does not impact other parts

of the device)
● Broken web camera
● Broken/Stolen power adapter
● Broken speakers
● Additional damages, as applicable

Tier 2 $50 ● Damaged screen
● Moderate body damage (damage impacts two or more

parts of the device)
● Headphones/USB broken o� in jack (if motherboard is

not damaged)
● Combined Tier 1 damage
● Additional damages, if applicable

Tier 3 $75 ● Major body damage (damage impacts 3 or more parts of
the device)

● Combined Tier 1 and Tier 2 damage
● Additional damages, as applicable

Tier 4 $150 ● Device replacement due to �uid damage
● Device replacement due to destruction
● Device replacement due to loss
● Device replacement due to theft
● Combined damage due to Tier 1, Tier 2, and Tier 3

damage



● Additional damages, as applicable

VIOLATIONS AND CONSEQUENCES

If a student violate the FISD Student Acceptable Use Policy, he/she will be subject to the following
discipline at Fulton Independent

Violation 1
Students will lose Chromebook privileges for the remainder of the

school day and the following school day.

Violation 2 Students will lose Chromebook privileges for 3 days, and be assigned a
before school detention.

Violation 3 Student will lose Chromebook privileges for a week (5 days), and will be
assigned an after school detention

Violation 4
Students will lose Chromebook privileges for a month (30 days), and

will be assigned a Saturday School.

Violation 5
Students will have their Chromebook privileges revoked for the
remainder of the school year, and will be assigned 2 days in AC.



STUDENT ELECTRONIC ACCESS/USER AGREEMENT FORM

As a user of Fulton Independent School District’s computer network, I hereby agree to comply with
the District’s Internet and electronic mail rules and to communicate over the network in a responsible
manner while abiding by all relevant laws and restrictions. I further understand that violation of the
regulations is unethical and may constitute a criminal o�ense. Should I commit any violation, my
access privileges may be revoked and schools disciplinary action and/or legal action may be taken

User’s Name ( Please Print)

User’s Signature (Students K-3rd grade are not required to provide a signature) Date

PARENT ELECTRONIC ACCESS/USER AGREEMENT FORM

Prior to the student being granted independent access privileges, the following section must be
completed for students under 18 years of age:

As the parent or legal guardian of the student (under 18) signing above, I grant permission for my child
to access the networked computer services such as electronic mail and the Internet. I understand that
this access is designed for educational purposes; however, I also recognize that some materials on the
Internet may be objectionable, and I accept responsibility for guidance of Internet use by setting and
conveying standards for my child to follow when selecting, sharing, researching, or exploring electronic
information and media.

Name of Parent/Guardian (Please Print)

Signature of Parent/Guardian Date

Home Phone Number Cell Phone Number


